
Documento de Seguridad y Guía de Integración 

 

Este servicio expone APIs protegidas mediante OAuth 2.0/OpenID Connect (OIDC). 

Para acceder, los clientes deben obtener un access token desde nuestro Authorization Server y enviarlo en cada petición a la API. 

 

1. Flujo soportado 

 

Descripción del flujo 

 El cliente envía al token_endpoint : 

client_id -> Enviar los valores espeficados mas abajo segun ambiente client_secret -> 

Enviar los valores espeficados mas abajo segun ambiente username -> Enviar el cuit de la 

empresa password -> Clave de Identificación Tributaria (CIT) grant_type
=

password 

scope
=

openid 

 El servidor retorna un access_token (y, opcionalmente, un refresh_token ). 

 En cada request al servicio, el cliente debe enviar el access_token en el header: Authorization: Bearer  Si el token expira o 

es inválido, debe solicitarse uno nuevo. 

 

2. Endpoints y credenciales 
 

Ambiente Testing 

 

Ambiente Producción 

 

3. Ejemplo de request (obtener token) 
 

 

4. Ejemplo de respuesta: 

            

                                                                               

       

                                              

           

                              

       

                                          

           

                            



 

5. Ejemplo de payload del access token 

 

6. Consideraciones de seguridad 

 

Comments 
 

 

 

 

 

 

 

 

 

 

 

 

 

Contacto por consultas:  servicioA122R@arba.gov.ar 

                  

 

                                                      

                                                                                     

                                     


